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• Intelligence gathering and 
preparation for physical 
attacks

• Coercion and subversion
• Acquisition of funds through 

criminal activity.

• Disruption of services
• Defacement of public facing portals.

• Disruption of critical infrastructure 
• Advancement of domestic capability
• Hop-point to national assets.

• Theft of intellectual property
• Theft of sensitive corporate 

data
• Extortion and fraud

A world of changing threats
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Insider threat
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The past 18 months has heightened these risks…. 

The pandemic massively increased and 
distributed the threat surface that security 
teams need to protect.

Increased cloud usage is driving 
demand for Direct Internet Access 
(DIA) and secure remote access.

The ways in which people now access 
data is massively complex.
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Key questions to ask yourself….

• Have you got basics right?

• Are you embedding security as a culture?

• How are you lowering your risk overall?

• How will you stay on the front foot?

‘If you know neither the enemy nor yourself, 
you will succumb in every battle.’

Sun Tzu's Art of War BC500
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